
Le Règlement Général 
sur la Protection des 

Données



Qu’est ce que le RPGD ?

Données 
personnelles

 Information permettant 
d’identifier une 
personne

 Plusieurs types de 
données personnelles

La CNIL

 Autorité administrative 
maintenant le respect 

de l’identité humaine et 
la vie privée dans le 
monde numérique

Objectifs

 Renforcement des 
droits des citoyens de 

l’UE
 Responsabilisation des 

acteurs de traitement 
des données 

 Uniformisation de la 
réglementation dans 

l’UE



La loi Informatique et Liberté

 Agrémentée en date du 25 mai 2018 par le RGPD
 Harmonisation des législations européennes portant sur la protection des données

 Droit d’accès
 Droit de rectification
 Droit d’opposition
 Depuis 2014 : droit à l’oubli
 Depuis 2018 : droit à la portabilité

 Loi Informatique et Liberté : soumission d’une obligation de moyens quant à la protection des données pour les 
entreprises

 RPGD : obligation pour les entreprises de résultats et d’intégration d’office de moyens de protection de données

 Jusqu’à 20 millions d’euros d’amende ou 4% du chiffre d’affaires annuel mondial en cas de manquement



Changements au 
niveau informatique



Sécurité des données

 La sensibilisation et authentification des utilisateurs ;
 Tracer les accès et gérer les incidents ;
 Protéger le réseau informatique interne ;
 Sécuriser les serveurs ;
 Sauvegarder et prévoir la continuité de l’activité ;
 Intégrer la sécurité et la protection de la vie privée dès la phase de conception ;
 Assurer l’intégrité, la confidentialité et l’authenticité d’une information.



La sécurité des serveurs

 Mot de passe ;
 Accès à distance (TLS, SSH) ;
 Mises à jour système ;
 Contenus et scripts ;
 Comptes d’utilisateurs ;

 Scanners ;
 Ports d’écoute par défaut ;
 Fail2ban ;



Questions


